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Abstract
Distributed ledger technology (DLT) is an evolutionary

concept. Before that, financial services relayed on physical
centralized data storage and trustworthy intermediaries’
parties to perform transactions. The major change with DLTs
is decentralization. It increases security and removes the
intermediaries’ parties.

In this report, we will first give a general overview of
DLTs by presenting their characteristics and types as well
as describing the inner workings of Blockchain technology.
Then, we will go through the literature and present some
of the most popular types of DLTs: Bitcoin, Ethereum,
Hyperledger Fabric, and Multichain. Lastly, with all the
information we gathered from existing papers, a comparison
will be performed regarding the scalability and performance
of each DLT presented.

The goal is to provide enough information regarding the
performance and scalability of several DLTs so that one
can choose the technology that is more appropriate for its
use. Therefore, according to our results, Ethereum is more
scalable, but Fabric and Multichain are more efficient.

1. Introduction
Technological advancement brings comfort and modernism

to human life. Various traditional work methods have been
completely changed. Back in time, records used to be kept in
paper form. After the advent of computers, information was
stored in databases. One thing is common in the ancient and
modern way of keeping records, they both had centralized sys-
tems. Authorities keeping those records were the only source
of record authentication. Such authorities (states, banks) often
acted as trusted third parties. However, they had several points
of failure and were vulnerable to information leakage.

The advent of bitcoin brings the revolutionary distributed
ledger technology with solutions to the above-mentioned
weaknesses in centralized systems. It is the new way of storing
data and is particularly used for transactions. This technology
brings out significant advantages over centralized systems. To
understand DLT, one must understand the ledger. The record
containing all debit and credit information of an account
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is known as a ledger. It is often used to develop financial
statements. In distributed ledger technology, a ledger is stored
in each node’s database locally. All nodes are connected in
a way that they create a decentralized peer-to-peer network.
Therefore, the ledger is stored on each individual computer,
not centrally in a server system. A distributed ledger can
be either permissioned or permissionless. On one hand, a
permissioned network only includes trusted members. They
can access and modify the ledger. On the other hand, a per-
missionless network can be accessed and modified by anyone.
The decentralized mechanism of DLT limits its performance.
The performance is measured with the throughput and latency
of the system. Throughput refers to the number of transactions
processed within a given time. Latency indicates the time
needed to complete a certain task. Each DLT is different
and differs by its performance. Bitcoin, for example, can
process up to 7 transactions/sec but it takes 10 minutes for a
single transaction to get confirmed. In comparison, visa card
(centralized payment system) confirms a transaction within
seconds and process 2000 transaction/sec which is almost
real-time payments [1]. Hence a significant difference exists
between DLT and mainstream information systems.

In this paper, we first give a broad overview of the dis-
tributed ledger technology. Our goal is to give the reader
a good understanding of what it is. Therefore, we briefly
explain how a DLT works, its types, and its properties. We
also explain how blockchain works as it is a broadly used
technology. Secondly, with the existing literature, we describe
four popular DLT platforms, which are the following: Bitcoin,
Ethereum, Hyperledger Fabric, and Multichain. Thirdly, we do
a comparison between the DLTs in terms of their performance
and scalability. Finally, we present the results. The goal is to
enable the reader to choose between several well-known DLTs
regarding their needs.

Several surveys have been made to compare different
DLTs applied to a specific field [2], [3]. Other studies have
been made on their applications, investigating the effect on
technology and business (see section 7. Related work). To
our knowledge, no studies have been made regarding the
comparison of some of the most popular DLTs which focused
on both scalability and performance.

The remainder of this paper is structured as follows: The



distributed ledger technology is first described, followed by a
presentation of the chosen popular DLTs. Then, we compare
those different platforms regarding scalability and perfor-
mance. Finally, we present our conclusions.

2. Methodology
In this part, we will present the method used for this survey.
1) We search for papers in the literature using several

databases, which are the LiU Library Catalog, Google
Scholar, IEEExplore, and ScienceDirect. As soon as we
gathered a few papers, we investigated their references
to gather more papers.

2) To conduct our research, we searched for some spe-
cific keywords in the above databases. At first, we
only searched for papers containing the expression
“Distributed ledger”. We quickly saw that the num-
ber of papers was limited. Thus, we used the follow-
ing keywords together with the expression “Distributed
ledger”: “P2P network”, “Performance”, “Consensus al-
gorithms”, “Consensus mechanisms”, “Bitcoin”, “Mul-
tichain”, “Ethereum” and “Hyperledger fabric”, as those
are our focus as stated in section 1.

3) After reading the title and abstract to ensure that the
paper is related to our project, we only selected papers
that are in English and considered recent, i.e published
from 2016 to this date (March 2021).

We ended up having 56 papers from various databases,
with the majority coming from IEEExplore and ScienceDirect.
They were published in various years, with approximately 10
papers per year. We read them and kept only the papers that
were the most relevant. We know our scale is not appropriate
to study the change in popularity of this technology over time.
Indeed, we would need a much larger collection of paper for
such an evaluation. We note that according to Li et al. [2],
papers about blockchain keep increasing as the years go by.

3. Short Overview of DLTs
The concept of distributed ledger technology was first

presented in late 2008 with the concept of bitcoin, a
blockchain-based technology, invented by a researcher with the
pseudonym “Satoshi Nakamoto” [4]. It was first implemented
in 2009. In the last decade, DLT gained extensive attention
among various fields of life such as supply chain, financial
services, healthcare [5], [6], finance, transport, education,
governance, smart city, energy, manufacturing, and informa-
tion technology [2]. It is considered a revolutionary concept
that has changed the conventional working style of many
applications.

Let us define this technology. A distributed ledger is a
decentralized database whose ledger is distributed and stored
by the nodes of a Peer-to-Peer (P2P) network [7]. Every
participant (node) in the network is a client and server at
the same time, sending and receiving data simultaneously.
Distributed ledgers are append-only, none of their data can
be removed [8].

The parties of a distributed ledger do not necessarily trust
each other. To reach an agreement on what should be added
to the ledger a set of rules and protocols must be followed
by every participant. It is the consensus algorithm. Its primary
role is to validate transactions and store data sequentially. It
ensures that no duplicate or fraudulent information is in the
ledger. It also verifies if all ledgers of the participants are
identical [3], [9]. A wide range of consensus algorithms exists,
the most popular one is the Proof-of-Work (PoW) which we
will explain in detail later in this paper.

3.1. Properties
We will now present the main properties of a distributed

ledger [7], [8], [3].
• Immutable, irreversible, and persistent: The fact that

many participants store and confirm the ledger, consent-
ing to the same rules makes it immutable and irreversible
if the nodes are part of a P2P network. Moreover, as the
ledger is an append-only data structure, the data persist
over time.

• Transparent: Every single interaction can be verified by
anyone with a copy of the ledger at any time, ensuring
the transparency of the distributed ledger.

• Trust: In a distributed ledger, participants do not fully
trust one another. The consensus algorithm makes sure
that every node follows the rules, therefore bringing trust
in the system.

• Single source of truth: Every transaction in a distributed
ledger is signed with a public key cryptography mecha-
nism. This algorithm ensures the authenticity of the data.
When we know that DLTs are immutable and irreversible
as well, this results in a piece of indisputable information
applying for any data in the ledger.

• Anonymity: Asymmetric cryptography is used to make
sure of the good integrity of the message as well as to
authenticate the sender. Hence, cryptography performs an
essential role in this scenario. Information is encrypted
first, then sent from one node to another so that during
the transaction no one manipulates the information. Each
participant in the transaction has a private key and public
key pair. The hash value of the public key is used as the
participant’s identity or transaction address. The private
key is used to sign the transaction. The signature can later
be verified by other parties using the signer’s public key
[10].

• Decentralized: One must have precise knowledge of the
centralized and decentralized systems. In a centralized
traditional distributed database, a central authority con-
trols the whole network. The parties trust each other and
cooperate to keep consistent data. Banks, for example,
accept clients after a client verification process and have
the power to cancel their membership without their
permission. It means the service provider possesses all
authority. But, in a decentralized system, things work
differently. The participants do not trust each other com-
pletely, therefore a tool must be implemented to verify



ledgers cooperatively before they are shared. It is the
consensus algorithm. A distributed ledger is decentralized
as each transaction is stored multiple times over different
participant’s machines and confirmed according to a set
of policies accepted by everyone in the ledger.

3.2. Types
There are two types of DLTs. A distributed ledger can be

either permissioned or permissionless.

3.2.1. Permissionless DLT
They usually are public ledgers in which everyone can join

and participate. This is the pioneer type of distributed ledger
technology as Bitcoin is permissionless. Anyone can update,
validate, and store the ledger. Each node (participant) can
see any transaction that happened in the network. The ledger
state and every transaction are therefore totally transparent.
This can be a concern regarding privacy if the data should
be preserved [7]. As there is no client authentication process,
the network remains anonymous. To encourage people to do
transactions and validate them, an incentive system is required.
Users are rewarded when they participate in network activities.
Moreover, cryptography and other security measures make
public DLTs more secure as they can have many participating
nodes.

However, permissionless DLTs are not energy efficient.
Indeed, most of the Public DLTs require a large amount of
computational power to validate a single transaction because
they are required to solve complex cryptographic problems.
Therefore, they are not very efficient (low transaction per sec-
ond). Our paper will examine these weaknesses more carefully
and dig deeper into two well-known Public distributed Ledger:
Ethereum and Bitcoin.

3.2.2. Permissioned DLT
Permissioned distributed ledgers are usually used in private

DLTs as their access is regulated. Private organizations, e.g.,
companies, institutes, industries, and banks, that want to secure
their information and need fair regulation often adopt per-
missioned ledger. The permissioned network becomes private
when every contribution and access is verified. The purpose
of a private shared ledger is to avoid it from being public.
The permissioned ledger is restricted as only authorized and
trusted parties can join it [11]. Consequently, a private DLT
ensures the privacy of the ledger, which might be put to good
use in some cases. The entities must be authorized or invited
by a ”centralized trusted identity management system” [3] to
join the network. The nodes are assigned different privileges
regarding their identities.

Compared to public ledgers, private DLTs are more efficient.
As there are way fewer nodes in a private ledger, it consumes
less energy for validating new information. However, the secu-
rity risk rises in those ledgers as not many people can validate
a transaction compared to public DLTs [12]. Private shared
ledgers are fast, scalable, and energy-efficient. Organizations
can customize networks according to their requirements. They

are often used for research, financial institutions projects, inter-
nal voting, and supply chain management. There are multiple
permissioned DLTs, but we will only discuss Hyperledger
fabric and Multichain in this paper.

3.3. Blockchain architecture
Blockchain was first invented to support cryptocurrencies.

It is often used as a generic term for distributed ledger
technology. However, it is a specific type of decentralized
shared ledger that uses chronological, encrypted, and chained
blocks to store verifiable and synchronized data across a Peer-
to-Peer network.

Blockchain architecture can be easily understood by ex-
plaining each of its layers. Li et al. [2], Yuan et al. [13] and
Xu et al. [14] presented a 6 layers architecture, whereas Fan et
al. [15] described a 5 layers blockchain model and Yuan et al.
[16] came up with a 7 layers architecture for ITS (Intelligent
Transportation System), a use-case in IoT domain.

We here choose to detail the 6 layers architecture of
blockchain as it seems to be the most common one. Figure 1
is a scheme of the different layers in blockchain architecture.

Fig. 1. Reference model of blockchain [13].

3.3.1. Data Layer
In the data layer, the data is encapsulated in chained blocks,

stored on the nodes of the blockchain network. The blocks
contain asymmetric encryption (public and private keys), hash
values, time stamps, Merkle trees, and transaction information
that connects it to the prior block [3]. The timestamp indicates
the creation time of a block.

As shown in Figure 2 below, a block is composed of
a header, which contains all meta-information, and a body
enclosing a Merkle tree of the verified and hash data [17].
A Merkle tree or hash tree is a data structure containing a
summary of information from a volume of data, usually large.



Fig. 2. Structure of a block in blockchain [16].

3.3.2. Network Layer
The network layer specifies the decentralized networking

mechanisms, data broadcasting, and verification. Blockchain
is based on a peer-to-peer network. In its many applications,
blockchain involves many nodes. All the nodes are equal,
without any centralized entity. The resources in the blockchain
network are shared and verified by every node. The network
layer is where nodes synchronize information.

3.3.3. Consensus Layer
In the consensus layer, the consensus algorithm is encapsu-

lated. It enables the nodes to reach a consensus on the validity
of the blocks. Therefore, consistency is kept among the nodes.
This algorithm also decides which block will be submitted next
[18].

3.3.4. Incentive Layer
In public ledgers, the incentive layer is here to encourage

people with economic rewards to participate in the activities
and follow the rules. In private ledgers, the incentive mecha-
nism does not exist because they are less decentralized. Indeed,
the participants must take part in the activities in the ledger.

3.3.5. Contract Layer
In the contract layer, various mechanisms, code, algorithms,

and smart contracts are encapsulated. They serve as a base for
the programmability of the blockchain. Smart contracts are a
set of rules that verify, execute, and enforce themselves. When
several parties in a blockchain network agree to a set of rules,
they write them in a smart contract to be verified and stored in
a block. Once a precondition appears, the associated actions
will be executed without third parties as shown in figure 3
below.

With smart contracts, decentralized applications (DApps)
and decentralized autonomous organizations (DAOs) can be
created [19]. A DAO is an autonomous program that does not
need to rely on a system operator to work, it only follows
the rules written in the smart contract. A DApp includes a
decentralized backend and a front-end user interface to interact
with Blockchain and smart contracts.

Fig. 3. Smart contract in blockchain [13]

3.3.6. Application Layer
In the application layer, all sorts of application scenarios

and use-cases of blockchain are encapsulated. For example,
Mengelkamp et al.’s work [20] presents a blockchain-based
solution for the local power generation market. Also, Yuan
et al. [16], studied an intelligent transport system created
from the architecture of the blockchain. Finally, Kosba et
al. [21] shows a new smart contract, ”Hawk”, allowing not
to broadcast financial transactions in the clear. More and
more applications for blockchain are invented every year. With
the power of smart contracts and the solid foundations of
blockchain technology, the possibilities are broad and have
potential implications in all sectors of technology and society.

4. Different DLTs platforms
We will now present each DLT platform that will be

compared in the next section of this report. We choose to
study Bitcoin, Ethereum, Hyperledger Fabric, and Multichain
because they are some of the most used and popular.

4.1. Bitcoin
Bitcoin is the decentralized cryptocurrency that introduced

blockchain, as well as DLTs [4]. It might have been created
because of the global economic crisis in 2008 to offer an
alternative to the central-bank system [3]. It is a public
permissionless ledger, meaning that everyone can join, update,
and interact with the Bitcoin network. This blockchain-based
cryptocurrency is mainly used for payment by transactions of
bitcoin from one entity to another. Bitcoin is a large-scale
technology that was adopted worldwide.

It uses crypto assets as remuneration for validation as part
of the incentive mechanism [8]. If the same bitcoin address
is used for several transactions, there could be a privacy
issue. Therefore, participants are encouraged to generate a
new address for each transaction. As it is hard to manage, an
application called wallet is used to store and generate public
and private key pairs [22].

A lot of cryptocurrencies have been created since bitcoin’s
appearance. They are usually invented to avoid some security
or privacy flaws of Bitcoin or to adapt it to different business
use-cases. Even with those new crypto-currencies, bitcoin
remains the most important blockchain application today.



4.1.1. Proof-of-Work
The proof-of-work (PoW) is the consensus algorithm used

by Bitcoin and is the most adopted one. It is also the consensus
algorithm used in Ethereum, another Blockchain technology
that we will study later.

Also called Nakamoto consensus or mining process, it is
designed to solve a complex computational crypto puzzle
which required to generate a cryptographic hash with specific
properties. This hard puzzle must be solved for each validation
and creation of a new block [23], [24]. It is a competitive
process as the first miner to solve the puzzle gets the bitcoin
reward and the right to broadcast the new block on the bitcoin
network. Other parties only accept the block if the transaction
is valid and not already spent, therefore, avoiding double-spent
fraud [25].

According to Cao et al. [26] and the original paper describ-
ing Bitcoin [4] the puzzle is the following : find a nonce N
to add to the previous block B, that when hashed together
will be equal or lower to a very small number defined as the
inverse of the target difficulty D. We are looking for a N such
that :

B +N 7→ U ≤ 1

D
≤ 1

U is the hash value, used as the ”previous hash” to add
to the next block, as seen in figure 4. The difficulty D is
continuously adjusted by moving average so that a new block
is mined approximately every 10 minutes. All other nodes can
easily check the correctness of the solution with a single hash
operation.

Fig. 4. Linked chain of blocks [4]

Because every new block contains the hash value of the
previous, they are all linked by a chain of hashes. Submitting
a new branch of the blockchain altering the previously made
transactions would require computing an entire series of new
hashes, a computing problem requiring resources deemed too
high in real-time.

This consensus algorithm ensures the validity and the order
of the block created among all participants, allowing the
data storage to be accurate. The ledger mainly consists of a
series of transactions outlining how Bitcoin currency circulates
among the participants. For more theory on the proof-of-work
consensus algorithm, read the work of Cao et al. [26].

4.2. Ethereum
In 2017, Ethereum was the second largest permissionless

network, it was first presented in 2015 [24]. It is meant to
execute smart contracts, which is done in a virtual machine,
called Ethereum virtual machine (EVM). The state of the

EVM, as well as the added ledger data, are stored in the
distributed ledger. Like Bitcoin, Ethereum provides a payment
system with the currency Ether.

Code execution requires storage on accounts, two types
exist: Contract Account (CA) and Externally Owned Account
(EOA). An EOA manages its balance. A CA has its code and
storage and executes it when a message is received. The code
is written with the language Solidity [22], [27].

Executing smart contracts costs “gas” fees that are paid
with Ether, Ethereum’s cryptocurrency. This fee is a way to
avoid the computer from being abused and therefore avoid the
infinite loops. Indeed, if the node is out of “gas” the code
execution will stop. Ethereum is currently using PoW as a
consensus algorithm. It is planned to upgrade to the Proof-of-
Stake (PoS) consensus algorithm [28].

4.2.1. Proof-of-Stake
Proof-of-Stake (PoS) is an evolution from PoW, adding

fairness between miners, decreasing computing power com-
petition in the consensus algorithm [26]. The crypto-puzzle is
the same as in the Proof-of-Work, only the target difficulty
is weighted for each miner i depending on their stake in the
blockchain (bali amount of currency owned by the miner) and
their mining results (time since last winning ti). Therefore, the
computing condition to satisfy is the following one :

U ≤ bali × ti
D

≤ 1

Thus, the higher the balance, the lower the difficulty, making
the puzzle easier to solve. Similarly, the later the date of
the last winning, the lower the difficulty, making solving the
puzzle easier. This results in fairness when it comes to the
winner. Having a high balance and a long time from the last
win gives an advantage and balances users’ chances of winning
the validation. The winner known as the validator must do
the validation. If he does not, the next winner is chosen.
This fairness improvement should stop the need for currently
enormous and growing amounts of computation power and
energy required to mine PoW cryptocurrencies.

4.3. Hyperledger Fabric
Hyperledger is an open-source project created by the Linux

Foundation in 2016 to improve the performance and reliability
of blockchain technologies. It is composed of 5 Hyperledger
frameworks: Burrow, Fabric, Indy, Iroha, and Sawtooth. We
will only study the Hyperledger Fabric framework as it is the
most popular one, but first, let us see how the generalized
Hyperledger consensus process flow.

4.3.1. Generalized view of consensus in Hyperledger
The process shown in figure 5 is the common way to

achieve consensus in the Hyperledger frameworks. However,
the different frameworks might implement some steps of this
process differently. Usually, there are two steps to achieve
consensus :

1) Ordering of transactions
2) Validating transactions



Fig. 5. Generalized Hyperledger consensus process flow [7]

First, the transactions from the client application are re-
ceived.

Then, they are submitted to the ordering service responsible
for ordering transactions. Consensus depends on it. There
are different ways to implement the ordering service, from a
centralized service to distributed protocols. Also, the content
of the transactions can be encrypted or hashed to enable
confidentiality. This service collects transactions based on
the consensus algorithm and configuration policy, which may
define a time limit or specify the number of transactions
allowed.

Next, the transactions are validated by the smart contract
layer. It ensures that they conform to the policy and the
contract specified. The invalid transactions are rejected.

Finally, the consensus layer uses the communication layer
for communicating with the client and other peers on the
network to order, broadcast, verify and commit the validated
transactions.

4.3.2. Hyperledger Fabric consensus process
Hyperledger Fabric is a platform allowing the user to create

a permissioned and private blockchain hosted by the Linux
Foundation. To ensure that this blockchain corresponds to
business and organizations’ use-cases, it has been created in
a way that strong privacy is implemented. Each node in the
ledger must be identified and therefore needs to be registered
in the Membership Service Provider (MSP). With this identity,
it is possible to create security policies. To improve privacy,
even more, it is possible to create channels with a group of
members who will have access to a separate ledger [28].

Fabric has a rare feature in DLTs: it can maintain several
ledgers at a time. Also, the main advantage of the Hyper-
ledger Fabric framework is its modularity. For example, it can
support several consensus algorithms (SOLO, Kafka, and soon
Simplified Byzantine Fault Tolerance-SBFT) as well as several
algorithms for identification and encryption.

In Fabric, a smart contract is known as a chaincode. It can
currently be written in Go and Java. It is a computer program
that is deployed on the ledger and can interact with the data
in the ledger. A chaincode has an endorsement policy that
specifies the number and the identity of the peers who must
verify and endorse a transaction [29]. An important concept in
Fabric is the orderer entity. It is the node that creates a block
and adds it in the correct order in the ledger. Other entities
are the endorsers. They validate a transaction and check if the
transaction follows the endorsement policy, resulting in the
validation or invalidation of the block [30], [31].

A transaction flow in Fabric is divided into three phases
[32], illustrated in figure 6. In the execute phase, the client
sends a transaction proposal to all the endorsing peers (step
1). If the transaction is appropriate, they return the endorsed
transaction to the client (step 2). In the ordering phase, the
client sends the transaction and the endorsement to the orderer
entity (step 3) The orderer adds the block in the correct order
in the blockchain. In the validation phase, the block is returned
to all peers in the ledger (step 4). They all append the new
block to their local blockchain and validate the transactions
in the block. If all checks are passed the client is notified of
the successful transaction (step 5). If a step fails, the block is



marked as invalid.

Fig. 6. Hyperledger fabric message flow [29]

We will now quickly describe the consensus mechanisms
supported or to be supported by the Hyperledger Fabric
framework.

4.3.3. SOLO
SOLO consists of just one single ordering node and thus,

cannot provide any type of fault tolerance. It is a Hyperledger
Fabric ordering mechanism most typically used only to test the
Blockchain created. It is not used in a production environment.

4.3.4. Kafka
Kafka is an ordering service implementation in which only

the leader does the ordering. This implementation for nodes
configuration is called “leader and follower” and is managed
using Zookeeper Ensembled, a distributed coordination ser-
vice. This provides crash fault-tolerance which is a mechanism
in which the process will continue even when some of the
existing nodes experience some failures while other nodes can
still run.

4.3.5. Simplified Byzantine Fault Tolerance
In the Simplified Byzantine Fault Tolerance algorithm, the

block’s validator is a known entity. New blocks of transactions
are created and proposed by this entity. To reach consen-
sus, at least 2N+1 node must accept the block, where N
is the number of malicious or non-functioning nodes. The
Hyperledger Fabric framework was not originally designed to
support Byzantine Fault Tolerance.

4.4. Multichain
Multichain is an open-source platform that enables the cre-

ation of permissioned blockchain deployed within or between
organizations. Multichain is derived from the Bitcoin core
software and provides a simple application interface (API) as
well as a command-line interface (CLI) [33]. It allows the user
to configure many parameters such as permitted transaction,
maximum block size, mining reward, etc...

Multichain solves the main problems of bitcoin which are
openness, mining, and privacy. First, with Multichain, you
can ensure that only the chosen nodes can see the blockchain
activity. Then, it is possible to control the transactions. Finally,
Multichain avoids the proof-of-work costs in energy and
computational power.

In the ledger, participants identify each other with a public
address which is related to a private key. Each party randomly

generates its private key. The public address is used for receiv-
ing funds and one can send those funds only by signing the
transaction with the private key associated [3]. Multichain also
enables the verification of the other participants’ identities.
Before a transaction, a “handshaking” process occurs between
the nodes.

1) The two participants present their public addresses on
the permitted lists.

2) Each party has a version of the permitted list and verifies
if the other participant is on it.

3) The two nodes send a challenge message to each other.
4) Each party signs the challenge message with their private

key associated with the public address they presented,
proving their identity.

If any of the nodes disagree in any of the steps mentioned
above, the peer-to-peer connection is aborted [7].

A distributed consensus among identified validators is used
in Multichain, ensuring that mining is possible only for a set
of identifiable parties. To establish a fair mining policy, in
Multichain, the blocks must be created by permitted miners in
rotation, otherwise, the blockchain is invalid. Also, a limit can
be defined for the number of blocks that a miner can generate
within a given interval of time. The reward for creating a new
block in Multichain is set to zero by default but it can be
modified. The Multichain 2.0 released in 2018, supports smart
contracts.

5. Comparison of the DLTs
Let us now compare the different platforms described in

section 4. The DLTs are generally compared regarding the
following evaluation metrics: Scalability, Performance, Cost,
Security, Privacy, Suitability, Resource Consumption, Robust-
ness, and Resilience (non-exhaustive list). To reduce the scope
of our study, we will concentrate our comparison only on
Scalability and Performance.

Scalability refers to the ability of a particular technology to
adapt to an order of magnitude change, in particular its ability
to maintain functionality and performance. The more the
system is scalable, the more it can be easily used in different
scenarios. Performance is defined by the amount of data that
a system can process within a period. Those three following
parameters determine the scalability and performance of a
system [25]:

• Block size: It specifies the maximum allowed size of a
block in a distributed ledger. With a higher block size,
more data can be processed by a given DLT. It enables
the measurement of the scalability of the distributed
technology.

• Block creation time: It indicates the average block cre-
ation time of a DLT. It depends on the consensus algo-
rithm used by the ledger [35]. It is used to evaluate the
performance and scalability of the DLT.

• Throughput: measured in transaction per second (TPS), it
is the rate at which the transaction is added to the ledger
[30]. It is used to measure the performance of a system.



Fig. 7. Comparison of the considered distributed ledger [2], [7], [33], [34]

The energy column indicates the electrical energy consumption
needed for running a consensus algorithm to create a new
block. The consensus algorithm used greatly impacts the block
creation time and the energy consumption of a DLT. The
comparison of the DLT platforms is shown in figure 7.

In Hyperledger Fabric and Multichain, blocks are created
over a short time and they have a high throughput. Hence,
those two are best for the performance and as the block size
is configurable, they are rather scalable. The advantage of
multichain compared to Fabric is the number of parameters
configurable by the user, whereas Fabric seems to be more
performant.

The block size is limited for every platform we considered
except for Ethereum for which the only limitation is the ”gas”
limit. Even if the block creation time is not the fastest of all
the DLTs compared, it is rather quick. Those two parameters
enable the good scalability of Ethereum. Plus, the throughput
is also theoretically unlimited. Thus, Ethereum is the best for
scalability and is rather performant.

Among the four DLT platforms studied, Bitcoin is the worst
in terms of scalability and performance as the Block size is
fix and small compared to the other three, the block creation
time is very long, and the throughput is slow.

As Bitcoin and Ethereum use the PoW, they consume more
energy and need more computational power. This problem
has led to the search for other more efficient consensus
mechanisms (e.g., PoS) [8].

6. Discussion
In this section, we will be discussing the points that are

worth noticing regarding the papers we gathered.
First, while reading the papers, we found an unclear con-

cept. Some papers described several types of DLTs in a data
structure way. Panwar et al. [36] mentioned 5 types of DLTs
(Blockchain, Hashgraph, Holochain, DAG-Directed Acyclic
Graph, and Tempo), Fan et al. [15] described 3 types of
DLTs (Blockchain, DAG, and others). Most of the other papers
studied did not mention these types at all. Some stated that
DAG was a Blockchain ledger with a different consensus
algorithm [26].

Then, we noticed that several papers that we gathered would
not discuss existing blockchain technologies but come up with
new ones adapted to some specific use-cases or domains. For

example, Niya et al. [37] propose a new blockchain-based
technology for IoT (Internet of Things). Kokoris-Kogias et al.
[38], came up with a new blockchain that competes with the
Visa performances. This is an illustration of the popularity of
blockchain.

7. Related work

Chowdhury et al. [7] performed, in 2019, a comparison
between several distributed ledger technology platforms. The
paper describes the main characteristics of the technology and
explains how the following platforms work: Bitcoin, Ethereum,
Multichain, EOS, Cardano, Hyperledger Fabric, Hyperledger
Sawtooth, Hyperledger Burrow, IOTA, Corda, and Walton-
chain. Then, they compared quantitatively and qualitatively
all the platforms. However, they do not provide a comparison
of the performance of the different platforms.

In 2021, Li et al. [2] published a survey on Blockchain
applied to the industry. They first explain how they gathered
the papers from the literature and classify them. Then, a small
overview of DLTs is given. Finally, they presented several
blockchain use-cases in the industry domain.

Shen et al. [3], in 2018, performed a literature review of
blockchain in cities. First, an explanation of DLTs was pro-
vided. Then, the methodology to gather and classify the paper
was explained. Finally, they presented several blockchain-
based use cases for cities.

8. Results and Conclusion

Distributed ledger technology is broad and complex. Un-
derstanding the key differences between the many ways it can
be implemented is required to select the one fitting a user’s
need. Choosing the wrong platform will cause difficulties and
some fixed limitations in the performance and scalability of
the application relying on a DLT.

As a result of or survey, we would give the following advice:

1) If one needs a more scalable DLT, one should use
Ethereum

2) For better performance, the user should use one of
the permissioned ledgers studied. Multichain is more
configurable, and Hyperledger Fabric is a bit more
performant.



Bitcoin, Ethereum, and public ledgers, in general, are gener-
ating a lot of pollution, mainly because of their growing com-
putation requirement for profitable mining. However, version
2.0 of Ethereum relying on a new fair consensus algorithm is
currently being created to require less energy to operate [39].
In the future, we expect to see this technology continue to
grow and evolve, as seen with more and more blockchain-
based technologies invented every year. Also, in this survey,
we set aside all other aspects of the different DLTs platforms.
For example, the fact that public DLTs are more secure thanks
to their number of nodes. Considering every single aspect of
those four DLT platforms would be for further research and
another survey.
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